
Bamberg School District 1 

FILE:  IJNDB-E(2) 
 

Bamberg School District One 
Student Acceptable Use Policy for Grades PreK-5 

 
I  PROMISE . . . 

 

 
 

 
 

 
 

 
 
 

 

• to always ask for permission before I use technology. Technology includes (but 
is not limited to) computers, monitors, keyboards, mouse, cables, printers, 
digital cameras, televisions, Smart Boards, iPods and other devices. 

• to use technology for educational purposes only.  Computers are not to be used 
for entertainment or playing non-instructional games. 

• to have clean hands and to use gentle hands when I use technology.  I will not 
harm any part of the computer in any way.  I will not adjust controls, move or 
hide icons, change or rename items on the desktop in any way. 

• to follow teacher directions. I will pay attention when my teacher gives 
instructions. 

• to ask for help.  I will ask for help if I don’t know what to do or if something is 
not working. 

• to be responsible when I use technology.  I understand that my Internet searches 
must be guided by a teacher.  Just “surfing” is never allowed.  I will remember 
that the computer keeps track of everything I do. 

• to be safe when I use technology. I will never share my name, address, phone 
number or other personal information on the Internet. Chat rooms and email 
accounts are not permitted for students. 

• to respect all people when I use technology. I will never copy the work of 
others. I will never use anyone else’s password and will only access my own 
work or records. I will follow my teacher’s instructions for using information 
and pictures found on the Internet. 

Please note: Bamberg School District One monitors all computer usage through a security system. Federal law 
(CIPA) mandates that all computer activity within schools be closely watched in order to ensure the safety of our 
students. It is the policy of the Bamberg County School District to: (a) prevent user access over its computer 
network to, or transmission of, inappropriate material via Internet, electronic mail, or other forms of direct 
electronic communications; (b) prevent unauthorized access, including so-called “hacking”  and other unlawful 
online activity; (c) prevent unauthorized online disclosure, use, or dissemination of personal identification 
information of minors; and (d) comply with the Children’s Internet Protection Act [Pub. L. No. 106-554 and 47 
USC 254(h}] enacted December 21, 2000.   
 
I understand that there are consequences if I don’t follow this acceptable use policy. 
 
 
Student name:____________________________     Student signature:  ________________________________________ 
 
 
Parent/Legal guardian signature:_________________________________      Date: ______________________________ 


